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I. Agenda

A. Domain Names

1. What are they

2. Registration as a trademark

B. Special remedies for “cybersquatting”

1. Federal Anti-cybersquatting Consumer Protection Act (ACPA, Lanham Act §43(d))

2. Arbitration under the UDRP

C. Considerations in domain name deals

II. Learning Objectives

A. Understand “bad faith” tests for cybersquatting

B. Become familiar with handling of domain issues for gripe and “parody” sites

III. Domain Names and Cyberspace: Intersection of Virtual and Earthly Reality

A. Thinking about cyberspace

1. What is cyberspace?

a) Difficult to say with clarity:

(1) An electronic realm created by and accessed using computers?

(2) A virtual world accessed through a wired or wireless network connection?

b) We know what it lacks: its own governing authority and laws

2. Does it matter?

a) Cyberspace crosses the territorial boundaries that define IP rights

(1) Unexpected infringement/dilution liability

(2) Vexing jurisdictional issues (big topic covered in cyberspace law)

b) Approach so far: try to apply national laws and hope for the best — everyone fears giving up their sovereignty

3. What analogies should we use for applying TM law to web sites?

a) Brochures / promotional materials

b) Magazines or other protected speech

c) Broadcast media (radio, television)

d) Retail stores

e) Theme parks

B. Domain name basics

1. The Domain Name System (DNS)

a) A system for converting unique host names into unique numeric addresses

b) Root servers contain entries for the Top Level Domains (TLDs) such as .com, indicating the server to ask for the address of the Second Level Domain (SLD), and so on, and so on

2. What kind of thing are they?

a) Courts split, in different contexts, over whether it is a form of property or a mere contractual right — the implications usually are not significant for trademark purposes

b) Either way, the fact is that domains can be lost much more easily than TM rights

3. Registration

a) Each TLD has its own “registry”

b) Domain names not already registered, can be purchased through “registrars”

(1) Registrars pay the registry a fixed wholesale price and pocket the rest

(2) Buyers, known as “registrants,” sign up to terms of service, including a dispute policy

4. Trademarks in the registration process

a) Registrars do not check for TM rights

(1) Would be cost-prohibitive to check all registers worldwide, or to do an LOC analysis even for the US

(2) They are generally insulated from liability

b) Registrants represent that the domain does not infringe any rights... many lie!

C. Registration of domain names as trademarks

1. What part(s) of a web address could be protectable in these examples?

a) http://www.nytimes.com/

b) http://www.pets.com/

c) http://geoclock.home.att.net/

d) www.geocities.com/scrumpyshangout

2. Does it depend on other usage?

3. PTO focuses on the Second Level

a) Disregard portions of a URL not considered distinctive (TMEP §1209.03(m))

(1) Protocol indicator: http://, ftp://, etc.

(2) Standard subdomains: www, mail, etc.

(3) Top level domain: .com, .net, etc.

b) Those elements are treated like generic terms in the analysis of distinctiveness

4. Is this the right public policy? Consider facialtissue.com —

a) There can be only one match... does that eliminate competitive concerns?

b) How about disclaiming both “facial tissue” and “.com”? Note: in other contexts, you cannot separately disclaim every part of a mark

5. Acquired distinctiveness in a domain

a) For merely descriptive domains, such as RapidRegistration.com for domain registration services, perhaps

b) For “generic” domains, such as petfood.com, never. Does the owner of this domain need the exclusivity promised by the TM laws?

6. Use as a trademark — PTO guidance

a) Use that would be perceived as nothing more than an address is insufficient (TMEP §1215.02)
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(1) WWW.EILBERG.COM in small letters in lower right of business card with other contact info is not trademark use

(2) “Visit us on the web at www.xyz.com”

b) Looking for prominent use as an identifier of source (nothing new, really)

IV. Relief for Cybersquatting

A. Filling a gap in the law

1. Remedies for domain names used in connection with material:

a) Likely to cause confusion: infringement

b) Likely to tarnish or blur mark: dilution

c) Panavasion theory: State dilution, maybe

d) Not likely to confuse or dilute — or not used at all: hmmm...

2. Conduct that could slip past the net

a) Warehousing domains for resale — e.g., a generic “Coming Soon” page or nothing — how to prove LOC?

b) Using domains to generate ad revenues — sometimes the user will end up at the mark owner’s real site, sometimes not, but always lots of ads

c) “Typosquatting” — misspellings of marks (e.g., Yaho)

B. Remedies

1. Focused on registrations made for an improper purpose

a) Intent to: arbitrage a trademark, confuse Internet users, disadvantage a competitor

b) Federal: ACPA (Lanham Act §43(d))

c) Private: UDRP (in registration agreement)

2. Still leaves some gaps in protection

V. Anti-cybersquatting Consumer Protection Act (ACPA)

A. Elements under §43(d)  (p748) 

1. Defendant registers, traffics in, or uses a domain name identical or confusingly similar to (or dilutive of) a mark distinctive (famous) at the time the domain was registered — regardless of goods; and

2. Defendant has a bad faith intent to profit from the mark

B. Multiple-factor test for “bad faith”

1. Tending, if true, to show no bad faith

a) (I) TM or other IP rights in the domain

b) (II) Domain is registrant’s legal name or name by which he is commonly known

c) (III) Prior use of the domain for legitimate commercial activities

d) (IV) Noncommercial or fair use of the mark at a site hosted under the domain name

2. Tending, if true, to show bad faith

a) (V) Intent to divert consumers to a site that could damage goodwill, by creating source or sponsorship confusion either for commercial gain, or with the intent to tarnish/disparage the mark

b) (VI) Offer to transfer for financial gain without making (or or having had the intent to make) legitimate commercial use
– or – 
prior conduct indicating a pattern of such conduct

c) (VII) Providing “material and misleading” false contact information in registering the domain, or intentionally failing to keep it accurate 
– or – 
prior conduct indicating a pattern of such conduct

d) (VIII) Pattern of intentional registration or acquisition of domains confusingly similar to (dilutive of) the distinctive (famous) marks of others — regardless of goods/services

3. Even more factors

a) (IX) Degree of distinctiveness or fame of the plaintiff’s mark — could go either way

b) Statutory factors are nonexclusive, courts often cite other unique facts

4. Sporty’s Farm v. Sportsman’s Market [2d Cir.]  (p750) 

a) Sportsman’s owned SPORTY’S®; defendant Omega decided to compete with Sportsman’s, registered sportys.com, then 9 months later formed defendant Sporty’s Farm, and transferred the domain to it (technically, they are counter-defendants in a DJ action)

b) SPORTY’S was deemed distinctive

c) sportys.com deemed “confusingly similar” to SPORTY’S

(1) Domain names can’t contain apostrophes, sporty’s = sportys for purposes of a domain

(2) Refers only to comparison of the marks, not the legal conclusion of an entire LOC analysis

d) Bad faith analysis very flexible

(1) BF factors I - IV, IX do not help defendants

(2) BF factor VI: marks transferred under suspicious circumstances (but a pattern?)

(3) BF based mostly on unusual facts: clear knowledge of mark, intent to compete, story of “Spotty the dog” sounds bogus and the domain was registered beforehand anyway

e) Correct result?

C. Gripe sites

1. Lucas Nursery v. Grosse [6th Cir.]  (p757) 

a) Lucas Nursery performed landscaping work for Michelle Grosse; she complained to the company and the BBB about the work; then paid another company to re-do the work; Grosse registered LucasNursery.com and “posted a web page for the sole purpose of relaying her story to the public”

b) Bad faith analysis

(1) I - III, VI-VIII not applicable

(2) IV favors Grosse: domain used for a noncommercial web site

(3) V not applicable: LucasNursery did not have a site, so could not intend to divert

(4) Most important: “good intentions”

c) Was the single domain critical?

(1) Distinguishing Toronto-Dominion: 1 domain vs. 16 variations on tdwaterhouse.com

(2) Mayflower Transit v. Prince [D.N.J.]  (p760) — 4 domains was not too many where the registrant was a “genuine cyber-griper”

2. Coca-Cola v. Purdy [8th Cir.]  (p761) 

a) Principal site advocated against abortion

b) Used trademark-based domains to redirect traffic to the principal site, not to gripe about the mark owners, so not a genuine griper — similar to reasoning of certain parody cases

D. The “safe” harbor clause

1. “Bad faith intent ... shall not be found in any case in which the court determines that the person believed and had reasonable grounds to believe that the use of the domain name was a fair use or otherwise lawful.” (p750) 

2. Utah Lighthouse Ministry v. Foundation for Apologetic Information and Research [10th Cir.]  (Supp p79) 

a) Defendant FAIR created a “parody” site similar in appearance to plaintiff’s site, with “suggestively parallel” content, lightly edited language, no disclaimer, and linked it to 10 different domain names likely to be associated with the plaintiff

b) Court found no bad faith intent to profit because site was entirely noncommercial and a fair use parody; even though the site linked to another site where defendant operated a bookstore, that was not evidence of intent to profit from the plaintiff’s mark

c) Court rejected plaintiff’s argument that a “reasonable belief” requires an opinion from an attorney that the parody is legal

d) Is this consistent with other parody cases?

3. Virtual Works v. Volkswagen of America [4th Cir.]  (online) 

a) Used vw.net in ISP business; after inquiries from dealers, offered it to the TM owner

b) Safe harbor denied due to dual motives

(1) Use: two years of legitimate commercial use

(2) Registration: recognized potential future value

(3) Sale: offer to sell to VW — and threat to auction it off

c) Rule seems rather harsh... where might the provision still apply?

(1) Ignorance of IP rights of others?

(2) Reliance on advice of counsel that the specific conduct at issue would not violate the ACPA or infringe or dilute? or equivalent laws of registrant’s “home” jurisdiction?

E. Non-owner liability for trafficking

1. Why? Real companies with actual assets make better defendants.

2. Ford v. GreatDomains.com [E.D. Mich.]  (p762) 

a) Auction site accepts any domain and processes bids in exchange for a percentage of the sale price

b) Court interprets the ACPA “trafficking” liability to apply only to the buyers and sellers themselves

(1) “Transfer” and “receipt” are essential elements of trafficking, so intermediaries are not traffickers

(2) Alternate interpretation would make the bad faith factors nonsensical as applied to auction site

(3) Congress wishes to permit legitimate transactions, so bad public policy to burden auction site with obligation to evaluate whether the buyer or seller might be a current or future cybersquatter

3. Vulcan Golf v. Google [N.D. Ill.]  (Supp p82) 

a) Domain parking company (Sedo or Oversee) will monetize the domain with keyword ads or will auction it — these could constitute “trafficking”

b) Ad syndication network (Google AdSense) matches profit-maximing ads to domains — this could constitute “trafficking”

c) Unlike Ford, court does not limit the relevant transactions to the current or future domain owner. Which is the better interpretation?

F. In rem jurisdiction

1.  Jurisdiction over the domain name itself, by analogy to real property, is available at the place of the registrar or registry when either:  (p765) 

a) In personam jurisdiction is not available (e.g., insufficient contacts with the forum State); or

b) A human or company defendant cannot be identified (e.g., registration information in the whois database is bogus)

2. Relief is limited to cancellation or transfer of the domain

3. Harrods v. Sixty Internet Domain Names [4th Cir.]  (p766) 

a) As part of its e-commerce plan, the independent company Harrods (Buenos Aires) Ltd. registered numerous harrods-based domains with Network Solutions, in VA

b) Simply registering the domains did not give rise to in personam jurisdiction in VA

c) Is the due process clause satisfied?

(1) Suit analogous to one involving real property

(2) VA has an interest in assuring the marketability of property within its borders

d) In rem jurisdiction available for ordinary infringement and dilution claims, too — doesn’t 43(d)(2)(D)(i) suggest otherwise?

4. Cable News Network v. CNNews.com [4th Cir.] (p773) 

a) A domain is not beyond the reach of in rem jurisdiction just because its content is in Chinese and oriented toward users in China

b) Court dispensed with the need to prove bad faith — what?!

5. Heathmont v. Technodome [E.D. Va.] (p774)
a) Canadian company sued a Canadian registrant under the ACPA

b) Court chooses to retain jurisdiction

(1) U.S. courts more familiar with the ACPA

(2) A Canadian ruling might be more difficult to execute in the U.S. and because plaintiff is enforcing a mark registered in the U.S. it should be able to sue here

(3) Plaintiff may not even be able to get the same relief in Canada due to differences in law

VI. The First Amendment and Domain Names

A. “Anti-Sites”

1. Planned Parenthood Federation v. Bucci [S.D.N.Y.]  (p889) 

a) Dispute

(1) Defendant, an anti-abortion activist, registered plannedparenthood.com and set up a web site misleadingly entitled “Welcome to the Planned Parenthood Home Page!” which was antithetical to its positions

(2) Infringement, false advertising, and dilution alleged

b) First Amendment defenses rejected —

(1) Domain name plannedparenthood.com is more source identifying than communicative

(2) Same reasoning for “Welcome to the Planned Parenthood Home Page”

(3) Construed as the title of a work, domain has no artistic relevance and is misleading (Rogers)

2. Jews for Jesus v. Brodsky [D.N.J.]  (p892) 

a) Dispute

(1) Defendant, an antagonist of the Jews for Jesus organization, registered jewsforjesus.org and jews-for-jesus.com and set up sites antithetical to its teachings (including a “no affiliation” disclaimer)

(2) Infringement, unfair comp. and dilution alleged

b) First Amendment defenses rejected —

(1) Defendant’s minimal site is merely a conduit to Outreach Judaism, which sells merchandise on its web site, and therefore defendant is making commercial use of the mark

(2) Use in commerce established by the above link and diversion of users from Jews for Jesus

3. Lamparello v. Falwell [4th Cir.]  (p904) 

a) Dispute

(1) Individual registered Fallwell.com and used it to post commentary challenging Falwell’s interpretation of the bible on homosexuality

(2) Falwell alleged infringement and cybersquatting; won at the District Court level on summary judgment

(3) Appeal considers the issue de novo...

b) Court refuses to decide whether “non-commercial speech” is completely exempt under the Lanham Act (likely it is not...)

(1) Legislation, legislative history, and precedent are not clear

(2) The LOC test strikes a balance between the rights of mark owners and the First Amendment

c) No LOC upon visiting, and court rejects initial interest confusion claim

(1) In general, initial interest confusion is not yet law of the 4th Circuit

(2) 9th Circuit applies it to uses for financial gain, did not find liability when domain owner could not financially capitalize on the misdirection

(3) Disagrees with Bucci and Brodsky
B. Alleged Parodies

1. PETA v. Doughney [4th Cir.]  (p896) 

a) Dispute

(1) People for the Ethical Treatment of Animals is a large worldwide organization that uses PETA® in connection with animal protection

(2) Doughney set up a site at peta.org called People Eating Tasty Animals linking to sites offensive to PETA and its members; registered numerous domains similar to names and marks of others

(3) Infringement, dilution, cybersquatting alleged

b) Used in commerce? Satisfied by either —

(1) Links to third party goods and services; or

(2) Preventing users (through diversion) from obtaining or using PETA’s goods or services: despite an exit link to PETA’s official site, a visitor may fail to continue to search for the real thing due to anger, frustration, etc.

c) Parody defense rejected —

(1) Parody must simultaneously say it is the original and it is not the original

(2) Domain only says it is the original — must visit site to see that it is not, therefore, it is not simultaneous

d) Rules out most parodic uses of marks in domains?

e) Compare Utah Lighthouse Ministry and Falwell — why does this parody do so poorly?

C. Trademarks 3, First Amendment 1

1. Most are not appealing cases for First Amendment protection:

a) Domain names in themselves are more like marks than communicative expressions

b) Other ways to get the message out

c) The sites are “rude,” presenting unexpected content; the link to the “official” site is not clear or is missing completely

2. What makes the difference in Falwell?

a) Site still is “rude” in disappointing expectation of finding Falwell’s site

b) Court views it as a gripe site

(1) Not just a competing site, but a critique — is that so different?

(2) Maybe, if the justification for initial interest confusion on the web is possible substitution of services (Brookfield)

D. What about a “fan” site?

1. Numerous examples of personal and community sites for popular products

2. Is it OK to use the mark in the domain?

a) Not really a gripe site (so “need” to allow unauthorized use might be lower)

b) Facts matter: beware of  “capitalizing” on the mark to sell advertising or complementary goods

VII. The Uniform Domain Name Dispute Resolution Policy (UDRP) (p775) 

A. Private mechanism for challenging bad faith domain registrations

1. General mechanics

a) Incorporated by reference into every registrar’s gTLD registration agreement

b) Mandatory for registrant under .com (+ many others); optional for mark owner

c) Multiple approved services (including WIPO and National Arbitration Forum)

2. UDRP three-element test for cybersquatting

a) Domain name is identical or confusingly similar to complainant’s mark;

b) Domain holder has no rights or legitimate interests in the domain name;

c) The domain name has been registered and is being used in bad faith.

d) Mark owner has burden of proof on all 3

3. Disproving rights/legitimate interests

a) Difficult to “prove a negative”

b) Factors found helpful by past panels

(1) No license from the trademark holder

(2) Not registrant’s personal or business name

(3) No trademark use on the site

(4) No pending intent-to-use trademark application (easy to show in the U.S.)

4. Nonexclusive bad faith factors

a) (i) registered or acquired the domain primarily for the purpose of selling/renting/transferring it to complainant or its competitor for valuable consideration in excess of your out-of-pocket costs directly related to the domain

b) (ii) registered the domain to prevent the TM owner from reflecting the mark in a corresponding domain, provided you have engaged in a pattern of such conduct

c) (iii) registered the domain primarily to disrupt the business of a competitor

d) (iv) by using the domain, you have intentionally attempted to attract users to your web site/other on-line location, for commercial gain, by creating a likelihood of confusion as to the source, sponsorship, affiliation, or endorsement of your web site/location or of a product or service on your web site/location

B. UDRP vs. ACPA

1. UDRP requires that the domain name both be registered and be used in bad faith; ACPA punishes either

2. UDRP requires that the domain holder have no rights or legitimate interests in the domain, while ACPA simply balances this as part of the bad faith inquiry

3. ACPA covers “trafficking,” which as noted above could embrace third parties such as brokers

4. Arbitrators often state that the UDRP was intended to address the most egregious cases — and decline to make tough calls

5. UDRP arbitrators are not bound by any particular nation’s law or by other arbitrators’ rulings

6. Lawsuit (not really an “appeal”) during 10 days following a UDRP decision will stay domain transfer/cancellation

7. Lack of discovery means the record often is incomplete and even unreliable

C. Sample UDRP decisions

1. Dial-A-Mattress v. Moakley  (p781) 

a) Domain “1-800mattress.com” is confusingly similar to registered mark 1-800-MATTRESS

(1) No differentiating wording; initial interest confusion (is this helpful?)

(2) Trademark registration post-dates domain registration, but use was earlier — what is the rationale behind this?

b) No rights or legitimate interest in the domain

(1) Complainant satisfied requirement to prove a prima facie case based on: no authorization, and no evidence that respondent was known by the name or used it (or made preparations to use it) with goods and services

(2) Respondent did not come forward with any evidence of his own

c) Bad faith use and registration

(1) Respondent was an employee at the time he registered the domain, so he would have known it was a common law trademark

(2) “No plausible legitimate use” test of Telstra decision applied: panel “cannot think of any plausible actual or contemplated active use” that would not infringe — leaves no room for gripe sites or other nominative fair use scenarios??

2. Dial-A-Mattress v. Page, Holiday Inns v. 800 Reservation, Inc., DaimlerChrysler v. Bloom  (p788) 

a) Owning or advertising phone number that just happens to spell something does not constitute an actionable trademark use unless it is advertised in that spelling

b) Applicable to domain names consisting of phone numbers? (I don’t think so!)

3. Estate of Frank Gorshin v. Martin  (p789) 

a) Domain “FrankGorshin.com” is confusingly similar to common law trademark in actor Frank Gorshin’s name

b) No rights or legitimate interest in the domain

(1) Respondent claimed to have an agreement with Gorshin to operate the domain for him, but produced no evidence

(2) Complainant supplied some evidence of demands to surrender the domain name, send by a different web developer, which either refuted the claimed agreement or revoked it

c) Bad faith established by actual confusion

4. Fields for Senate v. Toddles  (Supp p84) 

a) Political campaign committee lacks standing because it does not own rights in “Virginia Fields”

b) The candidate herself does not have trademark rights in her name because serving as a public figure for 17 years does not create the kind of rights protected by the UDRP

c) Arguably would have been protected speech in any event...

d) Compare Federal provision protecting individual names, 15 U.S.C. §1129(1)(A): “Any person who registers a domain name that consists of the name of another living person, or a name substantially and confusingly similar thereto, without that person’s consent, with the specific intent to profit from such name by selling the domain name for financial gain to that person or any third party, shall be liable in a civil action by such person.” However, there is an exception if the name also is “used in, affiliated with, or related to a work” protected under the Copyright Act and meets other requirements (the publisher exception?).

5. Orange Bowl Committee v. Front and Center Tickets  (p792) 

a) Respondent chose not to defend OrangeBowl.net

b) Domain “OrangeBowlTickets.net” is confusingly similar to registered mark ORANGE BOWL

(1) Adding merely descriptive or non-distinctive wording (e.g., .com) does not sufficiently differentiate the domain from the trademark

(2) Prior UDRP rulings found that tickets, for a ticket site, failed to differentiate the domain — but even if there were no prior decisions, would the result be different?

c) No rights or legitimate interest in the domain

(1) Majority: Use is not merely to describe, but also to attract buyers for tickets to unrelated events

(2) Dissent: Should be considered nominative fair use (does not address “overbroad” use)

(3) What is the more logical analysis here?

d) Bad faith

(1) Majority: Initial interest confusion applies, so disclaimer on the site is too late; in any event, it’s poorly worded and insufficient to dispel potential confusion about authorization or endorsement

(2) Dissent: In cases of fair use, the mark owner has to tolerate some confusion (citing the “classic” fair use case of KP Permanent Makeup)

e) Panel seems to find it hard to distinguish between the factors: perhaps the ACPA’s overall balancing approach is more logical?

D. Domains containing “sucks.com” or other incongruous wording

1. While it might be seem obvious to you that a company is unlikely to be the one behind a sucks site using its own mark, others could be confused

a) Apply “ordinary prudent purchaser” analysis

b) What percentage of them might not understand the slang, or how domain registration works?

2. Direct Line Group v. Purge I.T.  (p800) 

a) Domain “DirectLineSucks.com” is confusingly similar to mark DIRECT LINE and domains incorporating it

(1) The first and “immediately striking” element is the mark

(2) Some people won’t know that sucks.com is pejorative, and will be confused

b) No rights or legitimate interest in the domain

(1) Claimed rationale for registration was to protect brand owners from gripe sites

(2) Respondent does not seek permission for the registrations, and demands large payments for transfer, so it has no justification for being an officious interferer

c) Bad faith: classic case of registering with intent to sell to the mark owner for excess consideration —a “five figure sum”

3. Southern California Regional Rail Authority v. Arkow  (Supp p85) 

a) Confusing similarity

(1) Domain “MetroLinkRider.com” is confusingly similar to mark METROLINK

(2) Domain “MetroLinkSucks.com” also is confusingly similar to mark METROLINK because the L.A.-based system serves many non-English speakers; also, it might be used by the mark owner “wryly” (?!)

b) No rights or legitimate interest in the domain

(1) Site is noncommercial

(2) Although there is a split among UDRP panels as to whether a gripe site can use a trademark in its domain name, the U.S. cases tend to favor the First Amendment — as long as it was not done in a bad faith attempt to tarnish the mark owner’s image or disrupt its business

c) Bad faith cannot be established based merely on the criticism

(1) Handful of comments failed to rise to interference

(2) Contrasts case of threatened trade secret disclosure, encouraging harassment, and defamation, which were transparently intended to disrupt the targeted business

d) Domain registered after receipt of demand letter

(1) May indicate bad faith  “retaliation”

(2) In this case, panel accepts that it was a fall-back domain in case the first one was made unavailable

4. WIPO analysis of “sucks” cases  (p803) 

a) 1.3 Is a domain name consisting of a trademark and a negative term confusingly similar to the complainant’s trademark? (“sucks cases”)

(1) Majority: Mark + negative term = confusingly similar (first prong of test)

(2) Rationales: may be similar overall; non-fluent English language speakers may not recognize a word’s negative connotations

b) 2.4 Does a respondent using the domain name for a criticism site generate rights and legitimate interests? Split: use for legitimate criticism may excuse use of confusingly similar domain if the use is fair and non-commercial

c) Views may be strongly influenced by national law and the panelist’s clients, as well as the facts of the case

E. “Reverse domain name hijacking”

1. The offense of leveraging trademark rights to extract (or attempt to extract) a domain name from a legitimate user

a) Because multiple trademark holders can coexist, but only one can own the matching .com domain, it’s more common than one might expect

b) Rule 15(e) suggests making a finding: “If after considering the submissions the Panel finds that the complaint was brought in bad faith, for example in an attempt at Reverse Domain Name Hijacking or was brought primarily to harass the domain-name holder, the Panel shall declare in its decision that the complaint was brought in bad faith and constitutes an abuse of the administrative proceeding.”

2. Deutsche Welle v. DiamondWare  (p804) 

a) Deutsche Welle owns a trademark registration for DW; DiamondWare registered and used dw.com for its unrelated business; Deutsche Welle demanded transfer, and DiamondWare said it would consider an offer of $3.75 million

b) Legitimate interest found in DiamondWare’s bona fide use of dw.com

c) Suggested large payment is not conclusive of bad faith: two letter domains are extremely valuable, and DiamondWare had a lot invested in the name

d) Majority further held that Deutsche Welle’s case constituted attempted reverse domain name hijacking

(1) Never was a case of cybersquatting/piracy

(2) Old registration; valid web site

(3) While expressing condemnation, monetary relief is not available in a UDRP arbitration

3. Plan.net v. Yikilmaz  (Supp p89) 

a) Plan.net owns a trademark registration in Germany and/or the EU for PLAN.NET; Yikimaz, based in Turkey, registered “plan.net” as part of a general strategy of registering common English words

b) Complainant did not carry it burden to show no legitimate interest when respondent was not aware of the trademark and its site does nothing (specifically) to take advantage of it

c) Bad faith not established by a pattern of registering ordinary words, as opposed to a pattern of registering trademarks

d) Panel refused to find attempted reverse domain name hijacking: entitled to seek to protect its registered trademark

4. Why the different results? Does it really matter?

F. ACPA applied on “appeal” from UDRP

1. Sallen v. Corinthians Licenciamentos [1st Cir.]  (p806) 

a) Sallen lost a UDRP proceeding and sought review under the ACPA; the District Court dismissed the case but the Court of Appeal reversed

b) Lanham Act (ACPA) §32(2)(D)(v) creates an affirmative cause of action for a declaration of non-violation of the ACPA and for the return of domain names transferred under the UDRP

2. Dluhos v. Strasberg [3d Cir.]  (p807) 

a) Estate of Lee Strasberg won a UDRP action against registrant of leestrasberg.com; Dluhos sought review under the ACPA

b) District Court applied limited scope of review under the Federal Arbitration Act: e.g., award obtained by corruption/fraud; bias; arbitrator misconduct/exceeded powers

c) Third Circuit reversed: UDRP not the type of arbitration the FAA was meant to regulate

(1) UDRP very unlike other arbitration agreements

(2) ACPA provides specific grounds for relief from UDRP arbitrations that award a domain transfer

3. Barcelona.com v. [City of] Barcelona [4th Cir.]  (p810) 

a) Barcelona.com, DE Corp. formed by citizens of Spain and UK, planned to create an info site about Barcelona; the City demanded the domain and filed a UDRP proceeding to secure its transfer; Barcelona.com appealed to District Court and, losing there, to the 4th Circuit

b) District Court applied the law of Spain to the question of whether the City’s Barcelona-based marks gave it the right to Barcelona standing alone

c) 4th Circuit rules that §32(2)(D)(v) requires the application of the Lanham Act on appeal from a domain transfer order

d) Does this guarantee that U.S. law always will be applied to UDRP appeals? No —

(1) The choices of forum for appeal are limited to (1) domain holder’s domicile or (2) location of registrar, at the election of the complainant

(2) As the registrant, you can improve your odds of having U.S. law apply by using a U.S.-based registrar

G. UDRP Tips

1. Most useful for “duh” cases, and where registrants couldn’t pay ACPA damages

2. Many registrants default, and a high percentage of decisions favor complainants — but make sure you set out a prima facie case

3. Capture evidence of use and negotiations electronically to simplify the process of satisfying e-filing requirements

4. Consider venues for appeal in assessing likely costs: perhaps an in rem action under the ACPA would be preferable?

VIII. Domain Name Acquisitions

A. Comapred with trademarks

1. Parallels with trademarks

a) Unique text string identifying a point in cyberspace, or family of related hosts — arguably inherently “source” identifying, even if the USPTO doesn’t see it that way

b) Can function as a mark if used as a mark — like “trade dress” and nontraditional marks (such as sound and scent)

2. Differences from trademarks

a) Ownership not tied to use or registration

b) “Name service” is:

(1) What makes a domain name function

(2) Revocable in the event of a TM challenge or breach of contract by the registrant

(3) Vulnerable to power outages, cracking, poor service, and registrar’s financial collapse

B. Key issues

1. Acquiring TM rights in the domain

a) Whether / how to reference goodwill in the domain name (as though it were a mark)

b) Documentary evidence of “use” as a TM

c) Assurances of assistance in enforcing the rights acquired

d) Willingness / ability to testify; credibility

2. Representations and warranties of ownership and noninfringement

3. Ability to indemnify buyer

4. Seller’s non-use / non-registration of similar domain names, trademarks, and business names in the future

5. Of course, price

C. Pricing

1. Buyer’s side — setting priorities

a) Getting the right price vs. getting it right now (or at at all)

b) Acquiring “trademark” rights vs. just a domain name

c) Airtight agreement vs. quick ’n dirty

2. Market factors

a) Buyer’s need/availability of alternatives

b) Seller’s investment/sophistication

c) (Likely) Interest of others

(1) General interest: value at auction to the public at large (inherent attractiveness of the name)

(2) Special interest: similarity to names and mark used by others (brand extension value)

3. Role of legal leverage

a) Likelihood of success

(1) Using UDRP, potential speedy transfer

(2) In court, potential monetary remedies

b) Ability to impose process costs

(1) Need to hire attorney, respond to discovery

c) Willingness to follow through

4. Non-cash (in kind) consideration

a) Products of buyer, e.g., computer hardware, software licenses, etc.

b) Other 

(1) Joint promotion on buyer’s site

(2) Free advertising on buyer’s site

(3) Internet access/web hosting/e-mail under the transferred domain or a subdomain

D. Negotiation postures for buyer

1. Legal (demand letter, UDRP, lawsuit)

a) Requires leverage for credibility

b) Factor in legal fees and costs

2. “Business” approaches: casual/friendly vs. strong

3. “Confidential” inquiry/purchase (through counsel or investigation firm)

E. What if you want to sell? Hmmm…

1. Auction/resale sites

a) Easy to use, but 

(1) Public might not place a high value on the name

(2) Potential buyers might be nervous re TM rights

2. Targeting those with special interest

a) Pinging IP owners who didn’t seek you out may set you up for cybersquatting liability

F. Agreement structures

1. “Bill of Sale”-style short form

a) Just goods and consideration — and the goodwill if you want to acquire TM rights

2. Settlement Agreement style

a) Deal with the potential for future litigation

b) Tightly tie the seller’s hands

c) “Friendly” agreement takes longer to draft

G. Coming to terms

1. Favorable to buyer

a) Best: after transfer; no payment if the transfer fails due to no fault of buyer

b) Fallback: funds held in trusted “escrow” pending the transfer; no payment if the transfer fails due to no fault of buyer

c) Worst: payment in advance, refunded if the transfer fails for any reason

2. Terms the seller might prefer

a) Payment in advance, no refunds if the transfer should fail for any reason

b) No promises/warranties about ownership or past use of the domain

c) No obligations to assist buyer in the future with domain or TM issues

d) No restrictions on future business or domain names, or future marks

e) Long term e-mail forwarding (under NDA), and a link on buyer’s web site to seller’s new location

f) Full release of trademark claims, and indemnification for buyer’s future use

H. Post-agreement logistics

1. Idiosyncratic registrar procedures

a) At one extreme: notarized signatures and photocopies of picture IDs

b) At the other: online transfer with a password (and/or telephone confirmation)

2. Trademark assignment recordation

3. Policing future names and domains

IX. Topics and Reading for Day 14

A. Advertising Issues

1. Comparative advertising: Ch. 8, pp. 556-568

2. Contributory and vicarious liability: Ch. 6, pp. 417-433; Supp. pp. 46-49

3. Keyword triggered ads: Ch. 6, pp. 370-394, Supp. pp. 42-46

B. Review (student-driven)

1. Your questions on specific topics

2. Your questions on past exams
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